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EXTENDED ABSTRACT 

In June 2022, the Supreme Court of the United States (“SCOTUS”) released its decision in Dobbs 
v. Jackson Women’s Health, overturning two earlier decisions (Roe v. Wade in 1973 and Planned 
Parenthood v. Casey in 1992. The most immediate focus of these three decisions centers around 
legal protections for abortion throughout the U.S. Under Roe, no state (or the federal 
government itself) could pass a law that restricted abortion in the first two trimesters of 
pregnancy. The Casey decision mostly upheld Roe, although it allowed states to pass certain 
restrictions so long as they did not pose an “undue burden” on pregnant women. These two 
decisions established the right to abortion as having a foundation in the U.S. Constitution that 
could not be undermined through basic legislative action. The Dobbs decision overturned both 
Roe and Casey, thereby declaring these earlier decisions invalid. Abortion was no longer 
considered to be a fundamental right protected by the Constitution, allowing states to pass laws 
that would completely ban abortion, which many states did. 

Although these three decisions and their related debates are primarily focused on the legality 
of abortion, they are more properly understood as decisions about the nature of privacy and 
whether privacy is considered to be a fundamental right in the U.S. In the case of Roe and Casey, 
the protection of abortion was an indirect effect of an implicit right to privacy. In both decisions, 
the right to privacy was determined to be implied by the 14th Amendment’s protection of the 
right to due process. Specifically, according to the legal doctrine of substantive due process (as 
opposed to procedural due process), states and the federal government are restricted from 
passing laws that arbitrarily intrude into citizens’ private lives. Both decisions also relied on an 
earlier decision, Griswold v. Connecticut, that described the right to privacy as being part of the 
penumbras of certain explicitly mentioned rights rather than the due process clause. In essence, 
the interpretation of due process in the Roe and Casey decisions, as well as the penumbras 
described by Griswold, is comparable to Article 8 (Right to respect for private and family life) of 
the European Convention on Human Rights. The Dobbs decision explicitly argued that the idea 
that the right to privacy is inherent in the protections of the due process clause is “egregiously 
wrong” and therefore both decisions must be overturned. (Dobbs did not overturn Griswold.) 

One central point of divergence between the Dobbs decision and the findings of Roe and Casey 
is a disagreement about the nature of privacy itself. According to the author of the Dobbs 
decision, Roe relied on a philosophical view of privacy that “conflated the right to shield 
information from disclosure and the right to make and implement important personal decisions 
without governmental interference.” In other words, the debate rests on whether “privacy” is 
fundamentally about secrecy or autonomy. While the Dobbs authors adopted the former, which 
is a considerably narrower construction of privacy, the authors of Roe and Casey, along with 
many other scholars, adopted a broader view that leans toward the latter. For instance, Richards 
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(2022) identifies the distinction between multiple forms of privacy, including spatial privacy, 
decisional privacy, and information privacy. (Citron (2022) describes intimate privacy as another 
form.) The Dobbs authors essentially argued that decisional privacy does not have a 
constitutional basis. 

This debate surrounding the nature of privacy has a long history, particularly in the U.S. where 
there is no explicit mention of privacy in the Constitution. One of the earliest and most well-
known discussions is the characterization by Warren and Brandeis (1890) of privacy as the “right 
to be let alone,” though others found the discussion to be vague and unhelpful. For instance, 
Thomson (1975) argued that “the most striking thing about the right to privacy is that nobody 
seems to have any very clear idea what it is.” Thomson proposed addressing this lack of clarity 
by focusing on “a cluster of rights” that are primarily focused on “the right over the person” (i.e., 
the physical body) and rights concerning “owning property.” In more recent work, Solove (2007) 
agreed that privacy was not a singular right but rather that it is “best used as a shorthand 
umbrella term for a related web of things,” though Thomson’s limited focus on the person and 
property miss many important privacy invasions. 

In contrast, Rachels (1975) emphasized that “there is a close connection between our ability to 
control who has access to us and information about us, and our ability to create and maintain 
different sorts of social relationships.” In other words, the purpose of controlling information 
(secrecy) is about freely interacting with society (autonomy). Nissenbaum (2010) more explicitly 
links privacy with autonomy, as limiting access to information “contributes to material 
conditions for the development and exercise of autonomy and freedom in thought and action.” 
Citron (2022) argues that intimate privacy “is a precondition to a life of meaning.” 

In short, the Dobbs decision marks a turning point in U.S. law regarding privacy. The trend in 
both scholarship and law had been toward broadening the concept of privacy toward a more 
expansive right beyond simply information privacy, and Dobbs has stopped that trend. Although 
the immediate effect is on the legality of abortion in the U.S., other SCOTUS decisions also relied 
on the foundation of privacy in the due process clause. As such, it is not clear at this point to 
what extent this decision will affect the privacy debate. 

It should be noted that, although this history is focused on the U.S. perspective, the full impact 
of the Dobbs decision will be international. Many people have noted that this decision will shape 
how technology companies implement and maintain privacy (Federman, 2022; Krishnan et al., 
2022; Privacy International, 2022; Sexton, 2022), how medical organizations protection patient 
information (Clayton et al., 2023; Henneberg, 2022), and how information gathered from 
technology companies will affect law procedures (Edelson, 2022; Kamin, 2023; Marathe, 2022; 
Stuart, 2023). The Internet is a global network, so the capabilities that technology companies 
build in the U.S. will impact the services and protections that they can provide in other parts of 
the world. 

In this talk, we will discuss the evolution of the concept of privacy through legal scholarship, 
focusing on how Dobbs influences that debate. We will also discuss the multiple forms of privacy 
(including decisional privacy) and how the U.S. and E.U. differ in their approaches. Finally, we 
will highlight concerns about how the shifting U.S. legal approach may impact privacy 
protections on the Internet moving forward. 

 

KEYWORDS: Privacy, decisional privacy, SCOTUS, substantive due process. 



Proceedings of the ETHICOMP 2024. Smart Ethics in the Digital World  

148 21st International Conference on the Ethical and Social Impacts of ICT 

REFERENCES 

Citron, D. K. (2022). The Fight for Privacy. Norton Books. 

Clayton, E. W., Embi, P. J., & Malin, B. A. (2022). Dobbs and the future of health data privacy for 
patients and healthcare organizations. Journal of the American Medical Informatics 
Association, 30(1), 155–160. https://doi.org/10.1093/jamia/ocac155 

Edelson, J. (2022, September 22). Post-Dobbs, your private data will be used against you. 
Bloomberg Law. https://news.bloomberglaw.com/us-law-week/post-dobbs-your-private-
data-will-be-used-against-you 

Federman, H. (2022, September 29). Privacy and data protection in the wake of Dobbs. Security. 
https://www.securitymagazine.com/articles/98414-privacy-and-data-protection-in-the-wake-
of-dobbs 

Henneberg, C. (2023, June 5). The trade-offs for privacy in a post-Dobbs era. Wired. 
https://www.wired.com/story/the-trade-offs-for-privacy-in-a-post-dobbs-era/ 

Joh, E. E. (September 5, 2022). Dobbs online: Digital rights as abortion rights. In (Levendowski, 
A. & Jones, M. L. (eds.), Feminist Cyberlaw, forthcoming 2023. Available at SSRN: 
https://ssrn.com/abstract=4210754 or http://doi.org/10.2139/ssrn.4210754 

Kamin, S. (2022, December 18). Katz and Dobbs: Imagining the Fourth Amendment without a 
right to privacy. Texas Law Review. https://texaslawreview.org/katz-and-dobbs-imagining-
the-fourth-amendment-without-a-right-to-privacy/ 

Krishnan, A., Cohen, K., & Hackley, C. (2022, August 27). Digital privacy in the post-Dobbs. The 
Regulatory Review. https://www.theregreview.org/2022/08/27/saturday-seminar-digital-
privacy-in-the-post-dobbs-landscape/ 

Marathe, I. (2022, July 1). Post-’Dobbs,’ privacy attorneys prepare for increased data surveillance 
Legaltech News. https://www.law.com/legaltechnews/2022/06/27/post-dobbs-privacy-
attorneys-prepare-for-increased-data-surveillance/ 

Nissenbaum, H. (2010). Privacy in Context. Stanford Law Books. 

Privacy International. (2022). Privacy and the body: Privacy International’s response to the U.S. 
Supreme Court’s attack on reproductive rights. Privacy International. 
https://privacyinternational.org/news-analysis/4938/privacy-and-body-privacy-internationals-
response-us-supreme-courts-attack 

Rachels, J. (1975). Why privacy is important. Philosophy & Public Affairs, 4(4), 323–333. 
http://www.jstor.org/stable/2265077 

Richards, N. (2022). Why Privacy Matters. Oxford Books. 

Sexton, M. (2023, January 22). The new front in the battle for digital privacy post-Dobbs. Third Way. 
https://www.thirdway.org/memo/the-new-front-in-the-battle-for-digital-privacy-post-dobbs 

Stuart, A. H. (October 26, 2022). Privacy in discovery After Dobbs. Virginia Journal of Law and 
Technology. http://doi.org/10.2139/ssrn.4259508 

Thomson, J. J. (1975). The right to privacy. Philosophy & Public Affairs, 4(4), 295–314. 
http://www.jstor.org/stable/2265075 

Warren, S. D. & Brandeis, L. D. (1890). The right to privacy. Harvard Law Review, 4(5), 193–220. 
https://doi.org/10.2307/1321160 

  

https://doi.org/10.1093/jamia/ocac155
https://www.securitymagazine.com/articles/98414-privacy-and-data-protection-in-the-wake-of-dobbs
https://www.securitymagazine.com/articles/98414-privacy-and-data-protection-in-the-wake-of-dobbs
https://www.wired.com/story/the-trade-offs-for-privacy-in-a-post-dobbs-era/
http://doi.org/10.2139/ssrn.4210754
https://www.theregreview.org/2022/08/27/saturday-seminar-digital-privacy-in-the-post-dobbs-landscape/
https://www.theregreview.org/2022/08/27/saturday-seminar-digital-privacy-in-the-post-dobbs-landscape/
https://www.law.com/legaltechnews/2022/06/27/post-dobbs-privacy-attorneys-prepare-for-increased-data-surveillance/
https://www.law.com/legaltechnews/2022/06/27/post-dobbs-privacy-attorneys-prepare-for-increased-data-surveillance/
https://privacyinternational.org/news-analysis/4938/privacy-and-body-privacy-internationals-response-us-supreme-courts-attack
https://privacyinternational.org/news-analysis/4938/privacy-and-body-privacy-internationals-response-us-supreme-courts-attack
http://www.jstor.org/stable/2265077
https://www.thirdway.org/memo/the-new-front-in-the-battle-for-digital-privacy-post-dobbs
http://doi.org/10.2139/ssrn.4259508
http://www.jstor.org/stable/2265075
https://doi.org/10.2307/1321160

